
 

LISIEUX CATHOLIC PRIMARY SCHOOL, TORQUAY                                    

 

Dear members of the Lisieux community, 

 

We are almost at the half way mark of our final term for 2019. This 

weekend is a long weekend with a Professional Practice Planning Day for 

teachers added to Melbourne Cup Day. As there have been some nasty 

viruses around, it is a good time for students to rest and refresh before 

tackling the final weeks of the school year.  

 

This week we welcomed Year 1 educator, Miss Brie Dries, back to school 

part-time. While Brie recovers from a serious back injury, she is easing back 

into work with limited duties. Her main role has been supporting junior 

students through reading assessments. It is great to see Brie back at Lisieux 

and we pray that her healing continues. Meanwhile, Year 1 is being ably 

supported with the ongoing involvement of Miss Rearne Clark. 

 

We are thrilled to know that Estella Judd’s (Year 1) surgery went well last 

week and we look forward to welcoming Estella back to school soon. Our 

ongoing thoughts and prayers are with the Judd family through this 

challenging time. 

 

This week I communicated via letter to all our Year 5/6 parents about cyber 

safety and online responsibility following an incidence which involved 

some of our senior students engaging in inappropriate online behaviour. As 

stated in the correspondence,  
 

“We are all aware that the upper primary and early adolescent years can be 

a time of challenge and discovery.  Young people can be impulsive and do 

make mistakes; while this is absolutely normal, it can be particularly 

problematic in the online world, an environment which requires regulation 

and where posts have a degree of permanency.  The message we 

consistently share at Lisieux is that with privilege comes responsibility. If 

our students are going to interact on social media platforms, they require 

clear guidelines and parental support.” 
 

We have included an article in our wellbeing section of The Tide which may 

be relevant reading for all parents and educators. At Lisieux, we will be 

planning some further cyber safety and awareness sessions for our students 

before the end of the school year. As always, our goal is to work in 

partnership with families to develop a shared language and common 

expectations around such matters. Your ongoing support in continuing this 

dialogue is appreciated. 

 

God’s blessings for the week ahead, 

 

Susan Ryan 

Principal 

Susan.ryan@lisieux.catholic.edu.au 
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SCHOOL CALENDAR 
 

NOVEMBER 

Fri 1st   Assembly led by 

Year 1 - 2:30pm - 

3:00pm 

   

Mon 4th   Student Free Day 
 

Tues 5th  Melbourne Cup 

Holiday 
 

Thur 7th   National Day – 

Outdoor 

Classroom Day 
 

  Year 6 Candidates 

Confirmation 

Practice  

  12:15pm – 1:30pm
   

  Year 5/6 Star of 

the Sea Visit 

  1:30pm 
 

Thur 7th   P & F Meeting  

  7pm 
 

Fri 8th   Outdoor Discovery 

Excursion P-2 
 CareMonkey sent 29/10 
 

Sun 10th  Year 6  

Confirmation at St 

Therese Church 

3:30pm – 5:00pm 
 

Thur 14th  2020 Prep 

Transition Day 1 

  9:15am–10:30am 
 

Swimming Whole School 

Monday 11th  - Friday 15th  
 

Mon 18th  November 

Birthday 

Morning Tea 

 

Wed 20th  2020 Prep 

Transition Day 2 

  9:15am–10:30am 
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PRAYER 

PHOTO’S FROM THE WEEK 
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WELLBEING 

The 5 cyber safety tips every parent should know 
Authored by a Symantec employee 
 

They text. They snap. They wouldn’t look up from their phones even if the apocalypse were upon them. They 

are today’s generation of device-addicted kids. 

 

Parents all over the world know that the advantages of the Internet far outweigh its disadvantages. Children 

learn more, understand more and accomplish more with the aid of the Internet. In a recent survey conducted 

by Norton by Symantec, it was observed that globally, 60% of parents allow their children access to the 

Internet before age 11. Even though 78% of parents agree that children today face more online risks than 

children five years ago, only 50% check their children’s browser history and 46% limit access to certain 

websites and apps. 

 

This generation of parents is raising children in a rapidly evolving cyber landscape. Children naturally learn 

and adapt quickly, but even more so in this age of technology. Besides the numerous responsibilities that 

come with parenting, now parents have the additional burden of keeping up with their kids’ Internet habits 

and also guiding their children safely through the digital frontier. 
 

Just as you have taught your child to look both ways before crossing the street, it is important to teach them a 

few essential cyber life skills. 
 

1. Never leave your device unattended 
One minute it’s there and the next minute it’s gone. Smartphones, laptops and tablets have a decent 

resale value. Besides, now cybercriminals make more money by stealing the data that’s stored in these 

devices than from reselling them. Information like passwords, addresses, birthdates of family 

members, and Social Security numbers fetch a pretty price in the underground economy. Criminals 

can patch together the information on all these devices to commit identity theft. 

 

Children make excellent targets for device theft because there is a high probability for all this 

information to be on their devices due to school and sports activities that require this information. 

Teach your kids how valuable these devices are, and to keep them close. 
 

2. Click with caution 
Whether subtle or bold, phishing is dangerous. One careless click is all it takes for malicious software 

to get into devices and wreak havoc. Talk to your kids about not automatically clicking on links in 

emails. Show them how to hover your mouse over the link to make sure it is going to a reputable 

address. Spelling mistakes, odd emails from popular companies, and threatening messages urging 

quick action are some of the telltale signs of a phishing email designed to install malware on your 

device. When in doubt, do not click on the link. Instead go straight to the company’s website and 

contact the person concerned or the customer service department to ensure such a mail was sent to 

you. Fortunately, most high-quality antivirus software, like Norton Security, will catch these phony 

emails before they come to you. 
 

3. Never ever share your password 
You may think that everyone knows the importance of keeping passwords a secret — but maybe your 

children don’t. After all, 76% of people share passwords.1 It takes just one moment of poor decision-

making and you risk exposing everything stored in your device. Teach your kids to protect accounts 

with strong, unique passwords that use a combination of at least 10 upper and lowercase letters, 

symbols, and numbers to confuse password-stealing bots that scour the Web. Change your passwords 

every three months and don’t use the same password across different accounts. If it’s too difficult to 

remember all those passwords, then use a free password manager like Norton Identity Safe. 

 

 
 

https://us.norton.com/cyber-security-insights
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WELLBEING 

4. Be wary of using social media 
Many social networks require users to be at least 13 years of age, but some allow children to sign up 

with their parent’s permission. 

 

If your children have accounts, check their privacy settings. The default settings may expose more 

information than you’d like. Change settings to the highest level of privacy. You never know who is 

snooping around their social media profiles. Teach your kids not to accept friend requests from people 

they — and you — don’t know. Some friend requests come from bots that will spam friends lists. 
 

There are many risks that come with social accounts, but stalking and bullying are two very real 

dangers that can haunt kids online and off. Publicly broadcasting your location is not the safest thing to 

do. To deter stalkers, disable location services on your child’s phone and apps. 
 

5. Be a good online citizen 
Remember, the Internet is forever. So anything said online stays online. Nothing really gets deleted, 

not even on Snapchat. Unfortunately, since the Internet is the new playground, bullying can plague 

children offline and on. Teach your children to practice good online etiquette and to never say mean 

things. Instead, they should be kind and not participate in negative posts. Let them know that the law 

protects cyberbullying victims, so they should tell you if they are being cyberbullied or know someone 

who is. 

 

All of these are essential cyber safety skills, but kids are kids and mistakes can happen. As a parent, 

you can take preventive steps against this eventuality by helping to protect your child’s device with 

security software. Norton Security Premium is a great solution for securing the devices in your home. 

It comes with award-winning parental controls and a wide range of features to help your kids explore 

the digital world safely. 
 

https://us.norton.com/norton-security-with-backup
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HELPERS REQUIRED 
PLEASE 

LEAVE YOUR NAME AT  
RECEPTION WITH FIONA 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Parents & Friends Sponsors 



 
 

LISIEUX CATHOLIC PRIMARY SCHOOL, TORQUAY                                    

 
 
 

 
 

 
 

 

 
 
 

 
 
 
 
 
 
 

 
 
 
 

 

 

 

 



 
 

LISIEUX CATHOLIC PRIMARY SCHOOL, TORQUAY                                    

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 



 
 

LISIEUX CATHOLIC PRIMARY SCHOOL, TORQUAY                                    

  
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 

 


